**ПОЯСНИТЕЛЬНАЯ ЗАПИСКА**

**к проекту приказа Министерства здравоохранения Российской Федерации**

**«Об определении угроз безопасности персональных данных, актуальных**

**при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование которых осуществляется Министерством здравоохранения Российской Федерации»**

Проект приказа Министерства здравоохранения Российской Федерации  
«Об определении угроз безопасности персональных данных, актуальных   
при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование которых осуществляется Министерством здравоохранения Российской Федерации» (далее – проект приказа) разработан в соответствии   
с частью 5 статьи 19 Федерального закона от 27.07.2006 № 152-ФЗ   
«О персональных данных».

Проект приказа разработан в целях определения актуальных угроз безопасности персональных данных при их обработке в информационных системах, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование которых осуществляется Министерством здравоохранения Российской Федерации.

Так, проект приказа предусматривает угрозы безопасности персональных данных, защищаемых без использования средств криптографической защиты информации (далее – СКЗИ), а также угрозы реализации целенаправленных действий с использованием аппаратных и (или) программных средств с целью нарушения безопасности защищаемых с использованием СКЗИ персональных данных или создания условий для этого.

В процессе работы над проектом приказа были изучены относящиеся к его теме нормативные правовые акты Российской Федерации и методические рекомендации, в том числе:

* Федеральный закон от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации»;
* Федеральный закон от 27.07.2006 № 152-ФЗ «О персональных данных»;
* Федеральный закон от 21.11.2011 № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»;
* постановление Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении Требований к защите персональных данных при их обработке в информационных системах персональных данных»;
* постановление Правительства Российской Федерации от 09.02.2022 № 140 «О единой государственной информационной системе в сфере здравоохранения»;
* приказ ФСБ России от 10.07.2014 № 378 «Об утверждении Состава   
  и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности»;
* приказ ФСТЭК России от 11.02.2013 № 17 «Об утверждении Требований   
  о защите информации, не составляющей государственную тайну, содержащейся   
  в государственных информационных системах»;
* приказ ФСТЭК России от 18.02.2013 № 21 «Об утверждении состава   
  и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»;
* методические рекомендации по разработке нормативных правовых актов, определяющих угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых при осуществлении соответствующих видов деятельности (утверждены ФСБ России 31.03.2015 № 149/7/2/6-432).

В проекте приказа отсутствуют обязательные требования, оценка соблюдения которых осуществляется в рамках государственного контроля (надзора), муниципального контроля, при рассмотрении дел об административных правонарушениях, или обязательных требований, соответствие которым проверяется при выдаче разрешений, лицензий, аттестатов аккредитации, иных документов, имеющих разрешительный характер (далее – обязательные требования), о соответствующем виде государственного контроля (надзора), виде разрешительной деятельности и предполагаемой ответственности за нарушение обязательных требований или последствиях их несоблюдения.

Принятие предлагаемого проекта приказа не потребует признания утратившими силу, приостановления, изменения или принятия иных нормативных правовых актов.

В соответствии с Правилами раскрытия федеральными органами исполнительной власти информации о подготовке проектов нормативных правовых актов и результатах их общественного обсуждения, утвержденными постановлением Правительства Российской Федерации от 25.08.2012 № 851,   
а также Правилами проведения антикоррупционной экспертизы нормативных правовых актов и проектов нормативных правовых актов, утвержденными постановлением Правительства Российской Федерации от 26.02.2010 № 96, проект приказа подлежит размещению на официальном сайте regulation.gov.ru   
в информационно-телекоммуникационной сети «Интернет» с целью проведения общественного обсуждения и независимой антикоррупционной экспертизы.

В соответствии с Правилами проведения федеральными органами исполнительной власти оценки регулирующего воздействия проектов нормативных правовых актов и проектов решений Евразийской экономической комиссии, проведение оценки регулирующего воздействия в отношении проекта приказа не требуется.

Основания для проведения педагогической экспертизы проекта приказа отсутствуют.

Основания для проведения метрологической экспертизы требований   
к измерениям, стандартным образцам и средствам измерений проекта приказа отсутствуют.

Основания для направления проекта приказа на экспертизу в Министерство экономического развития Российской Федерации отсутствуют.

Проект приказа не содержит расходных обязательств публично-правовых образований и его реализация не повлечет увеличения бюджетных ассигнований   
в соответствующем бюджете бюджетной системы Российской Федерации.

Проект приказа не противоречит положениям Договора о Евразийском экономическом союзе, положениям иных международных договоров Российской Федерации.